
LEXINGTON – Agricultural
operations in Kentucky have been
significantly impacted by recent
severe weather and tornadoes.
The U.S. Department of AgricultureThe U.S. Department of Agriculture
(USDA) has technical and financial
assistance available to help farmers
and livestock producers recover
from these adverse weather events.
Impacted producers should contact
their local USDA Service Center
to report losses and learn more
about program options available
to assist in their recovery from
crop, land, infrastructure, and
livestock losses and damages.

Producers who experience
livestock deaths in excess of normal
mortality may be eligible for the
Livestock Indemnity Program
(LIP). To participate in LIP,
producers will have to provide
acceptable documentation of death
losses resulting from an eligible
adverse weather event and must
submit a notice of loss and program
payment application to the USDA
Farm Service Agency (FSA) no
later than March 2, 2026, for 2025
calendar year losses. Livestock
producers who experience losses
related to tornadoes should check
with their local FSA office for LIPwith their local FSA office for LIP
eligibility criteria.

Meanwhile, the Emergency
Assistance for Livestock, Hon-Assistance for Livestock, Hon-
eybees, and Farm-Raised Fish
Program (ELAP) provides eligible
producers with compensation for
feed and grazing losses. For ELAP,
producers are required to complete
a notice of loss and submit a
payment application to their local
FSA office no later than the annual
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program application deadline,
March 2, 2026, for 2025 calendar
year losses.

Additionally, eligible orchardists
and nursery tree growers may
be eligible for cost-share assistance
through the Tree Assistance
Program (TAP) to replant or
rehabilitate eligible trees, bushes
or vines. TAP complements the
Noninsured Crop Disaster
Assistance Program (NAP) or crop
insurance coverage, which covers
the crop but not the plants or
trees in all cases. For TAP, a
program application must be filed
within 90 days of the disaster event
or the date when the loss of the
trees, bushes or vines is apparent.

“Impacted producers should
timely report all crop, livestock
and farm infrastructure damages
and losses to their local FSA county
office as soon as possible,” said
Clark Sturgeon, Deputy State
Executive Director for FSA in
Kentucky. “As you evaluate your
operation, take time to gather
important documents you will need
to get assistance, including farm
records, herd inventory, receipts
and pictures of damages or losses.”

FSA also offers a variety of direct
and guaranteed farm loans,
including operating and emergency
farm loans, to producers unable
to secure commercial financing.
Producers in counties with a
primary or contiguous disaster
designation may be eligible for
low interest emergency loans to
help them recover from production
and physical losses. Loans can
help producers replace essential
property, purchase inputs like
livestock, equipment, feed and

seed, cover family living expenses
or refinance farm-related
debts and other needs.

Additionally, FSA offers several
loan servicing options available
for borrowers who are unable to
make scheduled payments on their
farm loan programs debt to the
agency because of reasons beyond
their control.

The Farm Storage Facility Loan
Program (FSFL) provides low-
interest financing so producers
can build, repair, replace or
upgrade facilities to store com-
modities. Loan terms vary from
three to 12 years. Producers who
incurred damage to or loss of their
equipment or infrastructure funded
by the FSFL program should
contact their insurance agent and
their local USDA Service Center.
Producers in need of on-farm
storage should also contact USDA.

Producers with NAP coverage
should report crop damage to their
local FSA office and must file a
Notice of Loss (CCC-576) within
15 days of the loss becoming
apparent, except for hand-harvested
crops, which should be reported
within 72 hours.

Producers with risk protection
through Federal Crop Insurance
should report crop damage to their
crop insurance agent within 72
hours of discovering damage and
be sure to follow up in writing
within 15 days.“

“Crop insurance and other
USDA risk management options
are offered to help producers
manage risk because we never
know what nature has in store
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for the future,” said Roddric Bell,
Director of USDA’s Risk Man-
agement Agency (RMA) Regional
Office that covers Kentucky. “The
Approved Insurance Providers,
loss adjusters and agents are
experienced and well-trained in
handling these types of events.”

FSA’s Emergency Conservation
Program (ECP) and Emergency
Forest Restoration Program
(EFRP) can assist landowners and
forest stewards with financial and
technical assistance to restore
fencing, damaged farmland or
forests, and remove debris from
feed stocks, water supplies and
feeding areas.

USDA’s Natural Resources
Conservation Service (NRCS) is
always available to provide technical
assistance during the recovery
process by assisting producers
to plan and implement conservation
practices on farms and working
forests impacted by natural
disasters. The Environmental
Quality Incentives Program (EQIP)
can help producers plan and
implement conservation practices
on land impacted by natural
disasters.

“The Natural Resources
Conservation Service can be a
very valuable partner to help
landowners with their recovery
and resiliency efforts,” said Eric
Allness, NRCS State Conserva-
tionist in Kentucky. “Our staff
will work one-on-one with
landowners to make assessments
of the damages and develop
approaches that focus on effective
recovery of the land.”
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Additional NRCS programs
include the Emergency Watershed
Protection (EWP) program, which
assists local government sponsors
with the cost of addressing
watershed impairments or hazards
such as debris removal and
streambank stabilization.

Eligible sponsors include cities,
counties, towns or any federally
recognized Native American tribe
or tribal organization. Sponsors
must submit a formal request (bymust submit a formal request (by
mail or email) to the NRCS state
conservationist for assistance within
60 days of the natural disaster
occurrence or 60 days from the
date when access to the sites
become available. For more
information sponsors should please
contact their local NRCS office.

Additional USDA disaster
assistance information can be found
on farmers.gov, including USDAon farmers.gov, including USDA
resources specifically for producers
impacted by tornadoes. Those
resources include the Disaster
Assistance Discovery Tool,
Disaster-at-a-Glance fact sheet and
Loan Assistance Tool. Additionally,
FarmRaise partnered with FSAFarmRaise partnered with FSA
to launch an online education hub
comprised of videos, tools and
interactive resources, including
farm loan information and LIP
and ELAP decision tools. For FSAand ELAP decision tools. For FSA
and NRCS programs, producers
should contact their local USDAshould contact their local USDA
Service Center. For assistance
with a crop insurance claim,
producers and landowners should
contact their crop insurance agent.

ASSISTANCE FOR
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MORE INFORMATION

USDA offers aid to Kentucky farmers hit by severe weather

Scammers are targeting
email inboxes in a sophis-
ticated phishing scheme that
impersonates multiple
businesses. These emails
appear authentic, with logos,
graphics, and footers designed
to mimic email from a well-
known company. However,
it’s fraudulent. This is a
common tactic scammers use
to steal your personal
information.

You receive an email that
seems to be from a verified
business stating you have an
unauthorized transaction. To
resolve this, the email advises
you to contact the respectiveyou to contact the respective
business’ customer service
team by providing a fake
number or email.

The email might also
include a message prompting
you to review and sign ayou to review and sign a
document. The email doesn’t
state what the document is
for or why you need to sign
it. In reality, the email is fake
and attempts to get you to
click on suspicious links or
to call bogus customer service
telephone numbers to try to
steal your personal or financial
information.

HOW THE SCAM WORKS

Common phishing
attempts can take on
many forms as scammers
attempt to take advantage of
people’s trust in many well-
known brands. Receiving an
email about an unauthorized
payment on your account can
cause panic and stress.
Scammers often try to
pressure you to act right away
without thinking.

Before you act on the email,
stay calm and take a moment
to walk through the following
suggestions on how to protect
yourself online.

Don’t click, download, or
open anything from the email.
Phishing emails attempt
to access your personal
information or install malware
on your devices with bad links
and attachments.

Verify the claims in the
email on your own. If you
receive a suspicious email
saying an unauthorized
payment was made to one
of your financial accounts,
verify the claim on your own.
Do not click any of the login
links or contact any of the
phone numbers or email

TIPS TO AVOID EMAIL
PHISHING SCAMS

addresses included in the
email. Go to your financial
institution or company’s
website on your own and log
in to your accounts to check
them there. You can also call
the number listed on the
company’s website to verify
the transactions.

Don’t click, download, or
open anything from the email.
Phishing emails attempt
to access your personal
information or install malware
on your devices with bad links
and attachments.

Verify the claims in the
email on your own. If you
receive a suspicious email
saying an unauthorized
payment was made to one
of your financial accounts,
verify the claim on your own.
Do not click any of the login
links or contact any of the
phone numbers or email
addresses included in the
email. Go to your financial
institution or company’s
website on your own and log
in to your accounts to check
them there. You can also call
the number listed on the
company’s website to verify
the transactions.

Never give out your per-
sonal information. If you

receive a suspicious email,
do not call any listed phone
numbers, reply, open links,
or download attachments.
PayPal customer service willPayPal customer service will
never ask customers fornever ask customers for
certain personal information,
their password, SMS veri-
fication codes, or financial
details by email, text message,
or over the phone. Be waryor over the phone. Be wary
if you are asked to provide
these details.

Get a second opinion. IfGet a second opinion. If
you’re still unsure about the
validity of the email, call a
friend, loved one, or your localfriend, loved one, or your local
BBB to ask for a second
opinion. You can also search
on BBB Scam Tracker to see
if others have reported
receiving a similar suspiciousreceiving a similar suspicious
email.

Report and flag emails.
PayPal recommends reportingPayPal recommends reporting
any phishing emails to the
security team by forwardingsecurity team by forwarding
them to phishing@paypal.com
and then deleting them.
Suspicious emails can also
be flagged directly to email
providers.

If you are faced with a scam,
report it to BBB’s Scam
Tracker as a way to help warn
others atothers at
www.bbb.org/ scamtracker.

BBB shares tips to avoid a phishing email scam

The weather is warming
in some parts of the country,
inspiring people to clean up
or clear the clutter. The one
area many overlook isn't the
corner of a room or a for-
gotten closet; it's the digital
device you're reading on. We
use our phones to shop, scroll
through social media, bank,
and work. The National Cyber
Security Alliance (NCSA) and
the Better Business Bureau
(BBB) remind everyone that
when clearing out the physicalwhen clearing out the physical
clutter, there's probably a
bunch of digital data clutter
that lives on your electronic
devices.

As many businesses and
their employees are still
working from home, focusingworking from home, focusing
on cybersecurity and pro-
tecting sensitive information
is critical. NCSA has advice
on how to keep your private
information safe.

If you have a few extra
hours or minutes in your day,
it may be a good time to give
yourself a digital makeover.yourself a digital makeover.
Taking simple, proactive stepsTaking simple, proactive steps
will go a long way in safe-will go a long way in safe-
guarding against potentially

disruptive issues – like identitydisruptive issues – like identity
theft, loss of funds, or credittheft, loss of funds, or credit
card fraud – that can cause
mayhem by compromisingmayhem by compromising
your data. Take the time to
practice a few precautionarypractice a few precautionary
measures, and you will have
greater peace of mind – notgreater peace of mind – not
only this spring but all yearonly this spring but all year
round. NCSA and the BBB
encourage people to check
their smartphones, laptops,
and tablets and review these
tips:

· Lock down your login:
Security is critical to pro-
tecting accounts used for
work and home. Ensure
passphrases for each accountpassphrases for each account
are lengthy, unique, and safelyare lengthy, unique, and safely
stored. Enable 2-factor
authentication on all accounts
that offer it. Also, reviewthat offer it. Also, review
account permissions and
remove apps that no longerremove apps that no longer
need access.

· Update your system and
software: Avoid procrasti-
nation! The most currentnation! The most current
software, web browsers, and
operating systems are some
of the easiest and fastest ways
to protect your most sensitive
assets.

Give yourself a spring

digital makeover

NOTICE TO CUSTOMERS OF KENTUCKY UTILITIES COMPANY

RECOVERY BY ENVIRONMENTAL SURCHARGE OF KENTUCKY UTILITIES COMPANY’S 2025 ENVIRONMENTAL COMPLIANCE PLAN

PLEASE TAKE NOTICE that in an April 30, 2025 Application, Kentucky Utilities Company (“KU”) is seeking approval by the Kentucky Public Service Commission (“Commission”) in Case No. 2025-00105, pursuant to Kentucky
Revised Statute 278.183, of an amended compliance plan (“2025 Plan”). (Collectively, KU’s Application and supporting testimony and exhibits are KU’s “tariff filing.”) If approved, KU will begin recovering capital costs associated with
a new pollution control facility in the 2025 Plan under KU’s existing Electric Rate Schedule ECR (also known as the Environmental Surcharge tariff) through an increase in the environmental surcharge on customers’ bills beginning
in December 2025.

KU filed an application with the Commission on February 28, 2025, in Case No. 2025-00045 seeking approval to construct a selective catalytic reduction system at the Ghent generating station to reduce nitrogen oxide (NOx)
emissions, which are a precursor to ozone. In Case No. 2025-00105, KU is seeking an order approving the 2025 Plan to recover the costs of this new pollution control facility through its Environmental Surcharge tariff. This project
will help ensure ongoing compliance with regulations issued under the federal Clean Air Act as amended, including the National Ambient Air Quality Standards for ozone.

The estimated total capital cost of this new pollution control facility is $152.3 million. Additionally, KU is requesting recovery of future incremental capital and operation and maintenance expenses associated with this new pollution
control facility. KU is also asking to recover the cost of publishing this customer notice through the Environmental Surcharge over 12 months and to have Environmental Surcharge recovery of future Commission-approved admin-
istrative expenses, including customer notice costs.

Beginning in December 2025, the initial bill impact for KU’s Group 1 customers is estimated to be a 0.01% increase with a maximum increase of 0.81% in 2029. Group 1 includes Rate Schedules Residential Service (RS), Residential
Time-of-Day Energy Service (RTODE), Residential Time-of-Day Demand Service (RTODD), Volunteer Fire Department Service (VFD), All Electric School (AES), and all Lighting Rates (i.e., LS, RLS, LE, and TE).

RS and VFD customers using 1,085 kWh/month could expect a monthly increase of $0.01 up to $1.09. RTODE customers using 1,043 kWh/month could expect a monthly increase of $0.01 up to $1.14. RTODD customers using
987 kWh/month could expect a monthly increase of $0.02 up to $1.80. AES customers using 25,620 kWh/month could expect a monthly increase of $0.30 up to $24.28. LS and RLS customers could expect a monthly increase of
$0.00 up to $0.12. LE customers using 2,473 kWh/month could expect a monthly increase of $0.02 up to $1.59. TE customers using 147 kWh/month could expect a monthly increase of $0.00 up to $0.15.

Beginning in December 2025, the initial bill impact for KU’s Group 2 customers is estimated to be a 0.01% increase with a maximum increase of 1.10% in 2029. Group 2 includes Rate Schedules General Service (GS), General
Time-of-Day Energy Service (GTODE), General Time-of-Day Demand Service (GTODD), Power Service (PS), Time-of-Day Secondary Service (TODS), Time-of-Day Primary Service (TODP), Retail Transmission Service (RTS),
Fluctuating Load Service (FLS), and Outdoor Sports Lighting Service (OSL).

GS customers using 1,657 kWh/month could expect a monthly increase of $0.03 up to $2.41. GTODD customers using 19,652 kWh/month could expect a monthly increase of $0.31 up to $25.26. PS-Secondary customers using
30,434 kWh/month could expect a monthly increase of $0.39 up to $32.35. PS-Primary customers using 35,028 kWh/month could expect a monthly increase of $0.45 up to $36.82. TODS customers using 189,538 kWh/month
could expect a monthly increase of $1.54 up to $126.82. TODP customers using 1,242,574 kWh/month could expect a monthly increase of $8.25 up to $678.42. RTS customers using 7,387,224 kWh/month could expect a monthly
increase of $38.91 up to $3,199.31. FLS-Transmission customers using 44,229,667 kWh/month could expect a monthly increase of $237.46 up to $19,525.53. OSL-Secondary customers using 4,627 kWh/month could expect a
monthly increase of $0.17 up to $13.87.

The Application described in this Notice is proposed by KU, but the Commission may issue an order resulting in an environmental surcharge for customers other than the environmental surcharge described in this Notice.

Comments regarding KU’s 2025 Plan and Application may be submitted to the Commission through its website or by mail to the Public Service Commission, Post Office Box 615, Frankfort, Kentucky 40602.

Any person may submit a timely written request for intervention to the Public Service Commission, Post Office Box 615, Frankfort, Kentucky 40602, establishing the grounds for the request including the status and interest of the
party. If the Commission does not receive a written request for intervention within thirty (30) days of the initial publication of this Notice, the Commission may take final action on the Application.

Any person may examine KU’s tariff filing at the Commission’s offices located at 211 Sower Boulevard, Frankfort, Kentucky, Monday through Friday, 8:00 a.m. to 4:30 p.m., or through the Commission’s website at http://psc.ky.gov
or KU’s website (http://www.lge-ku.com) after KU makes its tariff filing on April 30, 2025. KU has requested a deviation from the requirement to make the tariff filing available at its office at One Quality Street, Lexington, Kentucky
40507. If the Commission denies that request, KU will make the tariff filing available at its office upon request by any person.
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